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Lise Wessel (dot)
Connecting the dots...Translating cutting-edge blockchain tech and web3 solutions into stories that

people can really understand.

Talks about #ssi, #crypto, and #blockchain

Co-founder & CMO in web3
DeFi & Decentralised ldentity (SSI)



The answer is meaningless
unless you understand the question.

Marius Solbakken

@mariussmellum

Partner and Principal Cloud Engineer @ Amesto Fortytwo, Microsoft MVP, Host of
the CloudFirst Podcast and the Blaskjermbredene podcast, Identity specialist

© Brumunddal, Norway (2? goodworkaround.com
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Snorre Lothar von Gohren Edwin
@vonGohren

Technological entusiast with a good dose of curiosity!

(0) e @, e e e
© Oslo, Norway ¢’ vongohren.me
Joined June 2011

Co-founder & CTO @ Diwala
Expert advisor at W3C WG
Co-creator of DIN(Digital Identity Norden)
Decentralized identity nerd
@vongohren



Tor Alvik



Sammenhengende tjenester

EU vurderer & realisere sammenhengende tjenester med
"EU Digital Wallet". Malet er smlgse tjenester pa tvers av alle

sektorer og land.

Symfoni bidrar til & realisere dette.

symfoni.dev

Bidratt med noen slides



— Web 1.0 ll 2 Web 2.0 %-Web 3.0

Identification

Who are you?

Postal Office Videdent

Username: Sign in with Dropbox

Sign in with GitHub

Authentication Password: T —

=
Is it you again? _ - _

Self sovereign identity




Issuer Holder Verifier

Passport department Employer

E Request proof

Training program Present proof Online shop
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Hva er Verifiable Credentials
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Layer 4

Layer 3

Layer 2

Layer 1
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Microsoft's strategy for
Decentralized Identity

Microsoft’s mission is to empower every
person on the planet to achieve more.

Microsoft cloud identity systems already can own so they can control their digital
empower developers, organizations, and identity and data. This self-owned identity
billions of people to work, play, and achieve must seamlessly integrate into our daily

more, but there's so much more we can do lives, providing complete control over





http://www.youtube.com/watch?v=m2uj7fgb2JI




8. Science and
&i) Technology
We are the
Department’s Science

Advisor and research
and development arm.

o O

Since 2003, the Department of Homeland Security
(DHS) Science and Technology Directorate (S&T)
has provided sound, evidence-based scientific
and technical perspectives to address a broad
spectrum of current and emerging threats.

RESEARCHING FOR THE
DHS MISSION

INNOVATING THROUGH

TECHNICAL CAPABILITIES

COLLABORATING WITH A
DIVERSE RANGE OF PARTNERS

DEVELOPING THE

WORKFORCE OF THE FUTURE




DHS/U.S. Citizenship and Immigration Services >>
Need for Global Interoperability of US Immigration Credentials
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Prioritizing privacy and
security to ensure
individual control and
consent over use of data

Equity and access with a
bridge to paper to ensure
no digital divide

No expectation that
everyone uses the same
technology platform or
vendor

Interfaces between
systems based on global,
open, royalty free and
free to use data and
protocol standards that
ensure multi-platform,
multi-vendor, cross-
border interoperability



Solution Shaping and Delivery via @
Multi-Tracking Competitively Selected Performers

Digital Personal Credentials Digital Trade Credentials
DHS/USCIS & DHS/PRIV DHS/CBP
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‘ openwallet ABOUT ¥ SPONSORS PARTICIPATE LEARN v L 4

FOUNDATION

The OpenWallet Foundation

Enabling a trusted digital future through interoperability for a wide range of wallet use
cases.

The Mission

The OWF is a consortium of companies and non-profit organisations collaborating to drive global
adoption of open, secure and interoperable digital wallet solutions as well as providing access to
expertise and advice through our Government Advisory Council.



NOBID Consortium

Welcome to the
NOBID Consortium

We are a set of Nordic and Baltic countries who, together with
Italy and Germany, are developing a large-scale pilot for the
payment use case in the EU Digital Wallet.

Get in touch

Home

About

Our Proposal

Join Us

Contact




Lissi
Apr 26,2022
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Lissi Demonstrator im Forum Digitale
Technologien

2 min read

MARKET SCAN

Building a Skills-Based Talent
Marketplace

Verifiable Credentials Wallets for Learning and Employmen

DOWNLOAD THE MARKET SCAN

Lissi Demo im
Forum Digitale Technologien

3 % FORUM
- DIGITALE
5 TECHNOLOGIEN
=k

Skills-based practices make pathways to good careers more accessible to a wider
segment of the workforce by focusing on what workers can do, not on the degrees or
certifications they've earned. The verifiable credentials wallets highlighted in this
market scan give learners and workers the tools they need to communicate the totality

@lissi

Das Forum digitale Technologien beinhaltet nun die Lissi Demo.

of their skills and abilities and translate their into future opp«



din.foundation

din.foundation

Overview Vision Sponsors & Members News Podcasts Newsletters Meetings Subscribe

@

Norden

We explore the future of identity

Letter

#4 Bi weekly
updates




Vi ensker at dere kommer med sparsmal
undervels, scan for tilgang

Eller ga til
slido.com med kode 2626599



